
SCAM ALERT
Dear Valued Customer:

We have recently become aware of a phishing scam targeting online/mobile
banking users.  Please avoid clicking on any suspicious links or sharing personal
information and report any suspicious activity to our customer support at 
767-255-2300.

To ensure your safety, please take note of the following:

Stay Alert:  Be cautious of unexpected emails or alerts that ask for personal
information or contain suspicious links.

Verify the URL:  Always check the website’s URL before entering your login
credentials. Our corporate website URL is https://nbdominica.com. 

Avoid Sharing Personal Information: Your bank will never ask for sensitive
information like passwords, PINs, or personal identification numbers via email or
online banking alerts.

Phishing Reporting:  If you suspect a phishing attempt, report it immediately to
our customer support at 767-255-2300 or forward the email/alert to
fraud_reporting@nbdominica.com.

Remember that your vigilance plays a crucial role in safeguarding your accounts. 
We are continuously monitoring for threats, and your partnership in this effort is
highly appreciated.
 
Your safety is our priority.  Stay vigilant, stay secure.


